**Основные меры предосторожности**

**при использовании банковских платежных карт**



Никому не сообщайте реквизиты карты

 и не отправляйте их фото через интернет



Не указывайте на сомнительных интернет-ресурсах свои персональные данные: номер паспорта, личный номер, мобильный телефон, адрес проживания, логин и пароль доступа к системе Интернет-банк



Не сообщайте данные, полученные в виде
SMS-сообщений: сеансовые пароли, код авторизации, пароль 3-D Seсure и т. д.



Совершая покупки в интернете, используйте только проверенные официальные сайты



Вводите логин и пароль к системе Интернет-банк только на официальном сайте или в мобильном приложении банка



Не переходите в систему Интернет-банк по ссылкам, отправленным по электронной почте, присланным в социальных сетях и мессенджерах



Не пользуйтесь системой Интернет-банка на чужих компьютерах или мобильных устройствах



В случае утери или кражи карты незамедлительно обратитесь в банк для ее блокировки